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Abstract of the contribution: This contribution proposes to add a new solution to support network slice service continuity for Key Issues#1 of TR 23.700-41.
Discussion 
To address the KI #1 support of network slice service continuity, the related new allowed NSSAI need to be determined when triggering PDU session modification procedure. Considering the status of UE location, network condition and some other aspects, it is possible that the new allowed NSSAI varies in different conditions. So we propose a new solution to determine the allowed NSSAI in initial registration procedure which can be stored in current AMF, and the allowed NSSAI can be updated during RAN handover. This solution allows AMF to obtain a secondary S-NSSAI related to each S-NSSAI in Allowed S-NSSAI during registration procedure, value of secondary S-NSSAI is decided at the first time the AMF query NSSF. The AMF store the mapping between the secondary S-NSSAI and Allowed NSSAI, and it will not need to re-visit the NSSF next time unless the access type changes, the mapping information stored in the AMF is missing or UE has moved out of current registration area, etc. 

In no mobility scenario, AMF will trigger network slice PDU session change to the new secondary S-NSSAI. I

n mobility scenario, the mapping information is provided from the source AMF to the target AMF during handover procedure, if the target AMF cannot support all the allowed NSSAI and secondary NSSAI, it will request to the NSSF in the registration procedure to ask for a new mapping information in current tracking area, make sure the new target AMF can also support the service continuity. 
Proposal

It is proposed to update TR 23.700-41 as follows:
**** First Change ****
6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	Solutions
	Key Issues

	
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6

	Solution #1: Additional S-NSSAI associated with the PDU session
	X
	
	
	
	
	

	Solution #2: Slice Re-mapping Capabilities for Network Slice Service Continuity
	X
	
	
	
	
	

	Solution #3: Support of Network Slice Service continuity using SSC mode 3
	X
	
	
	
	
	

	Solution #4: PDU Session on compatible network slice
	X
	
	
	
	
	

	Solution #5: PDU session handover to a target CN with an alternative S-NSSAI support
	X
	
	
	
	
	

	Solution #6: Extended SoR VPLMN Slice Information transfer to UEs
	
	X
	
	
	
	

	Solution #7: Enabling awareness of Network Slice availability in VPLMNs
	
	X
	
	
	
	

	Solution #8: Gracefully network slice termination
	
	
	X
	
	
	

	Solution #9: Support of a Network Slice with an AoS not matching existing TA boundaries
	
	
	X
	
	
	

	Solution #10: Associating a validity timer with a temporary slice
	
	
	X
	
	
	

	Solution #11: Enabling UEs to Request S-NSSAIs not uniformly available
	
	
	X
	
	X
	

	Solution #12: Solution for Centralized Counting for Multiple Service Areas and 5GS-EPS Interworking
	
	
	
	X
	
	

	Solution #13: Hierarchical NSACF Architecture for Maximum UE/PDU Session number control
	
	
	
	X
	
	

	Solution #14: Maximum Number Distribution in multiple NSACFs
	
	
	
	X
	
	

	Solution #15: Service continuity in case of Network Slice instance overload
	X
	
	
	
	
	

	Solution #16: UE assisted slice based VPLMN prioritization for Extended SoR
	
	X
	
	
	
	

	Solution #17: Slice based VPLMN Selection Policy
	
	X
	
	
	
	

	Solution #18: Sending rejected NSSAI to the UDM to assist the UDM to steer the UE to the PLMN supporting rejected NSSAI
	
	X
	
	
	
	

	Solution #19: configuring the UE with network slice aware preferred PLMNs lists
	
	X
	
	
	
	

	Solution #20: VPLMN Selection following existing SoR information
	
	X
	
	
	
	

	Solution #21: Temporary slice based on URSP
	
	
	X
	
	
	

	Solution #22: Enabling graceful slice termination with support of UE policies
	
	
	X
	
	
	

	Solution #23: UE registration for conditional network slices
	
	
	X
	
	X
	

	Solution #24: On the handling temporary network slices
	
	
	X
	
	
	

	Solution #25: Handling Rejected S-NSSAIs in some TAs of RA
	
	
	
	
	X
	

	Solution #26: Multiple areas and resource partitioning
	
	
	X
	
	X
	

	Solution #27: Exception to the rejected NSSAI handling
	
	
	
	
	X
	

	Solution #28: Support of network slices with TA granularity within a RA
	
	
	
	
	X
	

	Solution #29: On handling S-NSSAIs not supported in certain TAs of a RA during a registration
	
	
	X
	
	X
	

	Solution #30: Rejected S-NSSAI with new cause value
	
	
	
	
	X
	

	Solution #31: Enabling Flexible RAs with Slice Service Area
	
	
	
	
	X
	

	Solution #32: Solution for Network Control for UE Slice Use
	X
	
	
	
	
	X

	Solution #33: Slice-specific implicit deactivation timers
	
	
	
	
	
	X

	Solution #34: On-demand slices
	
	
	
	
	
	X

	Solution #35: Network Slice usage control by the network
	
	
	
	
	
	X

	Solution #36: UE provided reason for registration to S-NSSAI
	
	
	
	
	
	X

	Solution #37: Actual UE Activity-based Slice Admission Control
	
	
	
	
	
	X

	Solution #38: On configuring the UE with UE behaviour policies
	
	
	
	
	
	X

	Solution #39: Serving PLMN steering UE to preferred slice for selection of PDU session
	
	
	
	
	
	X

	Solution # x: Allowed NSSAI Determination in Initial Registration to Support Network Slice Service Continuity
	X
	
	
	
	
	


*** Next Change (all new text) ***

6.x
Solution #x: Allowed NSSAI Determination in Initial Registration to Support Network Slice Service Continuity

6.x.1
Introduction

The solution aims to address Key Issue #1: Support of network slice service continuity. 

1)
No mobility scenario:


Scenario 1b): network slice or network slice instance is overloaded or undergoing planned maintenance in CN (e.g., network slice termination).


Scenario 1c): network performance of the network slice cannot meet the SLA.

2)
Inter RA Mobility scenario:


Scenario 2d): network slice or network slice instance is overloaded in the target CN.
6.x.2
Functional Description

This solution allows AMF to obtain a secondary S-NSSAI related to each S-NSSAI in Allowed S-NSSAI during registration procedure, value of secondary S-NSSAI is decided at the first time the AMF query NSSF. The AMF store the mapping between the secondary S-NSSAI and Allowed NSSAI UE can access in current registration area, and it will not need to re-visit the NSSF next time unless the access type changes, the mapping information stored in the AMF is missing or UE has moved out of current registration area, etc. The secondary S-NSSAI is also part of Allowed S-NSSAI, so the Allowed S-NSSAI consists two parts: S-NSSAIs of network slices which UE can access in current registration area and S-NSSAIs (i.e. secondary S-NSSAI) which network operator deploy to support slice continuity. USRP provided to UE contains only first part.
In no mobility scenario, AMF will trigger network slice PDU session change to the new secondary S-NSSAI. I

In mobility scenario, the mapping information is provided from the source AMF to the target AMF during handover procedure, if the target AMF cannot support all the allowed NSSAI and secondary NSSAI, it will request to the NSSF in the registration procedure to ask for a new mapping information in current tracking area, make sure the new target AMF can also support the service continuity. 
6.x.3
Procedures

6.x.3.1
Secondary S-NSSAI Determination
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Figure 6.x.3.1-1: Secondary S-NSSAI information obtained during initial registration procedure
1: UE carries the Requested NSSAI to initiate the initial registration process

2: If the current Initial AMF needs to obtain the UE subscription information to perform the redirection/reroute process, the AMF initiates a Nudm_SDM_Get request to obtain the UE subscription information

3: UDM returns the subscription information of the UE.

4: Initial AMF carries the Requested NSSAI, Subscribed NSSAI, TAI and other information to initiate a Nnssf_NSSelection_Get request to obtain relevant network slice selection information

5: NSSF returns Initial AMF related information, including: Allowed NSSAI, Secondary NSSAI mapping with Allowed NSSAI UE can access in current registration area, AMF Set or AMF address list, NSI-ID. NSSF can determine a secondary NSSAI for each Subscribed NSSAI by considering UE location, subscription and some other information.
6: Initial AMF performs AMF redirection, and transmits the network slice selection information to the target AMF, including: Allowed NSSAI, Secondary NSSAI mapping corresponding to Allowed NSSAI UE can access in current registration area, AMF Set or AMF address list, NSI-ID. In this step, Target AMF stores the mapping messages of Allowed NSSAI UE can access in current registration area and Secondary NSSAI returned by NSSF, avoiding query NSSF every time UE registered into the network.
7,8: The rest of the registration procedure.
6.x.3.2
PDU Session Transferred to a New Network Slice in No Mobility Scenario
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Figure 6.x.3.2-1: PDU Session transferred to a new network slice in no mobility scenario
1: AMF decides to trigger PDU session handover to secondary S-NSSAI when the SLA cannot meet or the CN in overloaded. The determination of Secondary S-NSSAI is according to the relationship stored inside AMF during registration procedure.
2: AMF triggers the PDU session Modification process, the AMF send secondary S-NSSAI to S-SMF in smf_PDUSession_UpdateSMContext request.
4-10. The rest of PDU session management procedures in different SSC mode in Clause 4.3.5 of TS 23.502.
6.x.3.3
PDU session transferred to a new network slice in mobility scenario
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Figure 6.x.3.3-1: PDU Session transferred to a new network slice in no mobility scenario
1: S-RAN determines to execute the N2 relocation process

2: S-RAN sends a handover request to S-AMF

3: During the T-AMF selection process, the corresponding relationship between the Secondary NSSAI and the Allowed NSSAI originally stored in the S-AMF is sent to the T-AMF.

After the information is received by T-AMF, it compares with the corresponding relationship stored by itself. If it is consistent with the corresponding relationship stored in the current T-AMF, then continue the rest of handover procedure; if it is inconsistent with the corresponding relationship stored in the current T-AMF, there are following possibilities:

· Existed relationship inside T-AMF includes all the Allowed NSSAI in S-AMF but the value of Secondary NSSAI is different, the T-AMF will perform following service continuity process according to the existed relationship and delete the received information from S-AMF; 

· Existed relationship in T-AMF does not include all the Allowed NSSAI in S-AMF, T-AMF will query NSSF in the following registration procedure after handover complete as described in clause 4.9.1.3.3 of TS 23.502, even if AMF re-allocation is not needed any more, to obtain the latest Secondary NSSAI and Allowed NSSAI related information at UE’s current location area. 
4: Rest of the RAN handover procedures.
5, 6: Similar to the No mobility scenario, AMF triggers the migration of network slices when it finds that the current SLA is not satisfied or the CN load is insufficient as described in 6. x.3.2.
6.x.4
Impacts on services, entities and interfaces
The following impacts have been identified:
AMF:
-
Support storage of secondary S-NSSAI information obtained in initial registration procedure;

-
Send original secondary S-NSSAI information from S-AMF to T-AMF during RAN handover and related processing.

NSSF:
· Decide value of secondary S-NSSAI during initial registration procedure.
SMF:
· Trigger PDU session modification when receiving secondary S-NSSAI from AMF.
UE, NG-RAN:
· Handling PDU session modification which related to the secondary S-NSSAI.
**** End of Changes ****
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